328 @ NINTIVINMIAAUNATES T7 24 2lfuil 2 (wquniaw-Aamew) 2567

ALUANISUTIBIYNIGIBINTT

' *
nssnwanatuaIlaaadienideiuasvasmagisssudnlusuazaaunasasing

nn1siUsemalnelaiinnsiauirszuumalulagaisauneadadussuu
Afn1sdwmeluladansaume ssuuaNRmes warseuuwasednelyues unldiianisSuds
wazUszianateyandrAyluiieunnszvuresnsiaulugiamaisUiiiugn ieaussney

AaulyueNd1AYUBITTUIS FIN13ALTUNUTINIATTHALA1ALNYUAIULAILATAIIULALINY

19

AUNSINUsTUUWALULAEaNSaUmAN AR LN NNTEUINAIT WA LUUEINSH AL A 1UAINa 17

v 9

Juadaununeuu Aflauvniglnd o dufeandeanaunislewesiiinandumeguiu
Tunnaiediu linzsdunbesnunasy vsenaeniu lnsanizdeaneunlevesludnuas

[

nsnaenafulszrsulaenseduiuaeniauguuasmindy fsualneTafoslianuddy
funs¥nuianuiiuasasnsemsleeslnetuindeuulsusuazunulfoanisideni sine
AnusiunsUasadolotuss (.. 2565 - 2570) wielfidunseunuimslunissnuinnusiung
Uaonseleuosvessumalniungmannngneuasdnsesdnsguiaveulumediiuinnsms

waznsUsTanuUluaIAUmAaUN

'
v A

Jagduszuumaluladansaumauenandunumad Ay isguieaLayaIn
Tunnsuimsau wazdnfiuanuvesesdnsludiuvesnsviigsnssumisdidnnseindialuuds
ludiuvesnisaniiuafunasesvesaraUnases badinisuiszvuinalulagaisaumnauly
Tunsdfumsifiennuazminuazaiilunissiuieanugsssusegnsddie Tnodalnd
nsdnflunafunasesmeszuudiannselind welniduvesmadenlunisuiu-dediami Lonans

wazAdemanissyuudiannselindseninenanazgnsdlnduludeanuazainuazsinsa

* ,
a3uANUIINNNTAUTIEMAIVINTHITE “amusiunsasnsiemsleuasiussuu e-Court”

detudl 21 wouanaw 2567 lngdinaumaunasessufumagisssudenlls neldnseuninusiuie
sewhaihenunnisive-galus (Thailand-Singapore Civil Service Exchange Program — CSEP) 4an1safiusie
medrnsFanan a ern1smalnases MusruunsUssgamslnaiiuaenin il nensdielne 1w
n3.d0ins e way aswnaing Fodud gansmaunasesszees uagivensinedsalus Ae Mr. Toh Kon Sing,

Ministry Family Chief Information Officer, Office of Transformation and Innovation Ingfiunga@nail ﬁuqqqm

v awv LY

wiinauafunAsaU URNTS nquAnwInguuneumisu 2 d1inddenarivinis wavueniging Ussiasging

wiinauefunAseuin1g nduAnwinguuneuvivy 3 didnideuagivinis YfiRnihnauuaziaviasy

]

ASUSTENEYRTINENsHedAlUS

v o

noaAIUAZEURBslne A3 TBNT Nves waz AT Ind Tuiud nanmsmaunasesszees

q

YoavINAYINEIWNYVE Ineviuanaen v Anuvasseidlaaunilslumeunsgnieuen

Inglallasvevean duusiiunssredalunisiving desdredaunasiiuvesdoyannnsa



@ NsETIvINMIAaUNATEs U9 24 atiufl 2 (wquniau-Aaneaw) 2567 329

wiunsiuduenalsieaueamsen1sllseddamedeou wasiieliinisdanudeyaniand

1 =

Tuszuuddnnssiind uenINUULA? S9TAIALISEUUMIANTUNTZUIUNINTUIVDIFNALALANTE

Y

HIUNIUsEYMNRan T Wi biraaunsasliunss v sanlunislaaiuy nsdsiansanad

'
o o

LazNITEUAIRNI NS efdanesma Tnensidendyaiadearsainaialdaaudivhay
visofinefovesgnsdlls suidunsandedrdalumafumadeluaniumsaitudiesilaund
sredamnisszuinvestsaindofsiinuun
winsinszuumalulagansaunaagiivsgleviiazainnsatiedruigaiuagain
TuRanisausng q saufen1sdruieauefsssuvesmawnuszrsuiny witusuzifeiu
flmnuidesgeiionaneiinanudemevesdoyauazmsufoRssmsididuiu wsennslday
sruumalulafasaumadieindeidonlostoyaludamhenusiis q uazszuudumesidn il
Temafiazil fuananuursidiuiyngnsruunsuiinnesuarszuulsvesldvarsguuuy 1wy
TWsunsuszasdiensemsynnlasiiusyuuindetnedumefidniiteneniulszuuldnslaile
sudansdnnieldludedoyanionudumessnis fedanariidunisadennudsme
Fruszuvansaumaduegiaun fadu fldsunaziquaszuudumaluladansaumnea
Jedosnszmiindenisldounarmsinunrasiuasiasnsesuasaumelinnidufiv
andufivousuiuin lugaisuanaumisleweinateduides New Normal
Tudszwalvsuazuiudssnaliudy nnaudsfemdousuiiofufulewesglanienaiaty
funnaulsnniile ludrezdumiieiuresiy ma uagosdnsaiaenyu wieyaaailuild
szuuansaumne viiereufiumesluguuuusing q fuimsvemnnindiuissndusdosuiuaey
wnAslmilunissuilerufennaaumalowes anuundedii “Aeugnlavdisnasdosiuednels”

[d '

Jud “mngnlaufsnagiuiendnls” suiduiiosweiniuainsalunswseusy wasnauaued

1w

sefognaumsluued sudsmsfruszuulindumndudunsldaannd Weligsianisnusis 4
FiFediamnendussutluvesannsariiuiamsreluly Faduwndeiissdestdewnn Cyber security
1WiHu Cyber Resilience” Suummnniidentanludntu Weltufuiannsvestonnemaluues
Adsulogannia

dmsuuszelneiiu 6insasngrnedunssnmenuiuasaensvlewes
Usgnausengvung 2 atu atduusn wseswsyaAnsinmeanusiunasndelaues na. 2562
z%’m%"umsUm’]aaiﬂiaa§1qﬁu§1uﬁwﬁmwwqaﬂsauwlﬁ (Critical Information Infrastructure : CII)

lnefiunsnisdesiu Suile wagananuidesaindeanaiunisleiuasnnsenuionnuiunwesy

1

nsfayalansn Yayauiin, “amumiajl,t.asummaﬂ15ﬂaaﬁuawaumﬁﬂsnLuaﬁuﬂizmﬂlm,”

Ued
597 3 atudi 1, 2564, u. 33 (42).

119819919 INS AL FIRUFTER

YoavINAYINEIWNYVE Ineviuanaen v Anuvasseidlaaunilslumeunsgnieuen

Inglalasvevem uusiiunssredalunaining desdrsdumasiiuivesdeyaynmse



330 @ N58NTIINMIAaUNATES T 24 atufl 2 (wuntaw-Aenaw) 2567

WATANAIUTEUTEURIUTEINA TINTIN1TUTEAIUAMUNTINTDTENINELAE TR L oAU

AINIAUANNTOVDIYAAINT HLEIv ey Wazntinaud i ilianuniesulunisujifau

Y

wva ¥ ¥

wazavuiiaes wizsvlndinuasestoyadiuynna w.a. 2562 dmsuundesteyadiuynna

v 9

93U WU Usnwdeanmsiinguuieniunissnwinutuaslasndeleiuesudl Ussinelneg

galngraneninefivinasnsiunstdesiu Unuunu wasdfiuediugnssyiniavseneewenssy

wva | ¥ o

milguesdnuatsatu 1wy wieswdyaRiniensnsgrinauRafeIfuAsuimes w.a. 2550

wa | Y

(wnlarisAnlnenszsdygAinmensnszianuRaneItuasuimes (adudl 2) w.a. 2560)

wizsrviruauInsnstesiutazUsivusiuensginssunanalulad w.e. 2566 \Wudu

= a

Fenn1sfnetuninsininesioladn nguunevesUssmalnelansuntydneatunisuile

£

v A

Suflefgnt wagnisusuusunisnsgianuianinalaluszauferduuiuienseussing
daumsimitenuag 9 vedveazaninsaddumsmunasmsingraneimalildes wilUssavsam

wAlvuesle aadusesndesinmuiussly

'
|

nsflowganssunanaluladvesUseindlnedy eofud 30 furau 2566
dieuisauienildunasadinfenvyinssumanalulad daudsud 1 fuieu 2565 dotuil
20 5uNAN 2566 AMNTEUUTULTIALoaUlat (www.thaipoliceonline.go th) 11 Tutasianfena
fimssuudsenaluneoulad S1uiusisdu 391,631 Af yarmdemesunit 10,122,822,746 U1y
adfearoouladfifinissuufennumniian 5 sudu léun 1. naenarsdevisdudmiovinig

VY a

2. viaenlleufuiiloinanu 3. vaenlsiidu 4. vaenliasyuriuszuunouiuaes 5. Yugnasnads
mslnsdngt (Call Center) agnslsfinu anunisainiavaenasmseaulatuiufitudig
ndsandinasglainsuszmduiusirszmsuivifnaaiavesdaardnuazoennguuie
fidunaiedansnquiantdn Wy msdansdydi fuil wag SMS Yaew 1udu uenaini
sumswissemalnelaeenyssmaiuantumsRuddaiuuulugely wasuiuussssuumsloutu
Tngldmsaunulunthdnse’

HagtiumayAssaldfivs manaznssumsumsmagfsTsy aviuil 13 e 2567
fndsununaforsgnssumanaluladlumanign wWeldildfinnuifianuianumdsany
Tumssiusensgnssmamelulad savdisnunalunsinsanuasdwndemaminamud ming
MangrNeIIFIIsnsEIANLRafeIfuResawes ngrneiIensRuasesteyadiLyana

waznugidensinwanuduasUasndeluiues loeganindwaziuriad

2 6 1 = 2 = o A v + o ¢
ﬂﬂIﬂﬁa@uIaUWQ 110 WaU-tNDU 4 el LFYMgUUNIUATU Glu%']ﬂm@ﬂll"lﬂ?jfﬂ, 1W8§Eaaulau

looulal], 11N https://www.thairath.co.th/news/crime/2751709 ilo 31 $urAs 2566.

YoavINAYINEIWNYVE Ineviuanaen v Anuvasseidlaaunilslumeunsgnieuen

Inglalasvevem uusiiunssredalunaining desdrsdumasiiuivesdeyaynmse



@ NsETIvINMIAaUNATEs U9 24 atiufl 2 (wquniau-Aaneaw) 2567 331

dwsuaniunisalvesdeanaiunislaiuesiudsemalngtdu uwilivsingdeya

LY

dleniezdnnuNsAiuafog vl nsyyiRaUssamildaauln widinauauensung

aa v

MssnwaNuiuasUasnseluuaswisnn® (@nuw. : NCSA) levinnsdrsiaaddsvanaiumabouas

q

[

Tuuswelnglugsansdiimen Tnglul we. 2566 @na - Sunau 2566) laduunadiadennans
3

@

malguasluvsznalnadulszangluuudeanauiasssinnvesmieruiignlaud feil

[

ananeAnAImMIslalues : Ussiamguuuudeanai (U w.e. 2566)

a1au suluufEAnAIL $1uaunss

1 Hacked Website (Gambling) 515
2 Hacked Website (Defacement) 336
3 Fake Website 301
4 | Indautedlnd 228
5 Finance Scam - #a®9na4n135:u Online 112
6 Data Leak 100
7 DDoS 33
8 Hacked Website (Phishing) 38
9 Data Breach a7
10 Ransomware 27
11 | Hacked Website (Malware) 12
12 Privileged account Compromise 19
13 Command and Control Server 6
14 Unauthorised access to information 6
15 Security Misconfiguration 4
16 | Application Compromise 1
17 Mail Phishing 1
18 | Malware 1
19 Unauthorised modification of information 1
20 | Buq 1

3734 1,789

3 aa v s s ¥ =2 .
anuY., anma@ﬂmwwlmuas, [aaulau], 1199910 https://www.ncsa.or.th/service-

statistics.ntml 15l 24 wweu 2567.

YoavINAYINEIWNYVE Ineviuanaen v Anuvasseidlaaunilslumeunsgnieuen

Inglallasvevean duusiiunssredalunisiving desdredaunasiiuvesdoyannnsa



332 @ NINTIVINMIAAUNATES T7 24 2lfuil 2 (wquniaw-Aamew) 2567

[

ananeAnAIImMIslaed : Ussivmuleeauignlasd (U w.a. 2566)

a1y widsuiignlaud $1uauase

0 | misauvesiy sudue 461
1| mwsiuns 77
2 | UImImAdy 40
3 | MIRUNISIUIATS 145
4 | welulagansaumalaglnsauuiny 19
5 | vudwagladafind 23
6 | wasnuwazassallan 74
7| asTedE 67
8 | duq 20
8.1 | M3Anw 632
82 | {Usenaumsgina e-commerce 11
83 | duledninisaundnuselfiduivuesa 2
84 | fUszneumsmdadinsuszmaiifiiacludssmelne 35
85 | fusgnaudanslidiiuiiiuledviesidundiunes 13
8.6 | Andnwendwls svuu visegunsalmanalulad 9
8.7 ﬂajmé’]’mﬁq YUTH FUAY 10
88 | fuszneumsmideeniduuismenvudamialne 148
8.9 | glviusmisludeaiivie 2
9 | windeunnuiisaunald wau. leuesy 2
37U 1,789

nsmvssmaunasastnedu widaunasesldlaiiunuimlaensalunisnansaun
ANINBIARANURANIS UL UDT VT TLUUADURUANDIANY LiAIaUnATaeRlsUNalUN1TRANTAIN
AUATDY

q
[ '

ANNANT

ANNHIARUNATEITILABITDINULTININE1IUNUTZNNT 19U UIRTT 90 WAINTE 1T UYaR
1 U dJJQ

Toyadmuyana w.A. 2562 nstlasAnsidntifioanddaniaunasedla o munsysdsy

[ s}

wsensfifigilunguuneifinuiadulveniaunases Wemrmenssunsgilernglidadny
UfumeunaseungiiEly uiyaradinanldgendiseAiuiunanases mnamenIsunSHeIweY
Ldanansadudunisterunisdnasesld augnssunsiiistvigiisiuiafiendneraunases

WatsdutnszaA1UsU mnmaunasasiansawdiiiuin Adslidssausutdureuiiengmung

YoavINAYINEIWNYVE Ineviuanaen v Anuvasseidlaaunilslumeunsgnieuen

Inglallasvevean duusiiunssredalunisiving desdredaunasiiuvesdoyannnsa



@ NsETIvINMIAaUNATEs U9 24 atiufl 2 (wquniau-Aaneaw) 2567 333

maunasesliguainnulitiseAUiu naensuledulriimsdavseandaninddunenennain
WlathszAUSuls 1usy

dumsSmnemasiuassensluesiarnfunsasteyadiuy aravesmatnasesiy
Haquuldfiuszmadiinsumalnases 13es ulsuisuazuuiufualunissnuiniiuiiung
Uaendusuasaumna asudl 25 nanau 2565 elumasgiufumsinwanuiiuaaasa iy
YosszuumaAluladansaumavesesins uazldiduumidlunsaliuvnuiieisnsmediannsetind
Tifianusiunsasnfonazifuluaunguaneiifeidos Jagtudinaumalnnsedlddnledl
FEUUNITAITINIUNITYNINNISLaNATEUU Lawn IPS (Intrusion Prevention Systems) WAF
(Web App Firewall) uazszuudurineus iy Firewall gunsninsediua (Mail security) gUnsainsasiu

% s

(Web security) gUnsalnsiadumslasfanndaus (Antimalware) uaglusunsudesiubifareuiiames

'Y v '

(Antivirus) igunsaldesiudeanaunlaiidnuineu (zero-day) Nazidrunfelminaudene

Y

sodoyauarsruuasaumavasditnaumaunases mnasranudziinistadulalignans
daruuiaietioneluld Ssibiundslinunmslaudinslowesiianuireuswioszuuansaunea
VesdtinNNUAIAUNATES

matnaseslnelidaiumaiannada ssey 3 (e, 2563 - 2565) ilovia0IANT
lugnmafumaunasesdidnnsefinduazmaunasesdaaioy Tnsfimsimurszuusiig q iddny
WU szuvuAiUnAsesdidnnselind sruuiesiansandianvsedind szuunisuimsianisad
s Teolanizegneds lumsdduafvesssnvusiiuszuudsnan gnsdddosduionans

'
aa o w

vangIUAng 9 suszuy dsdrulngaziduenansdiuyanavieiduneuvdngiuluafidfy
vndfiliszasdfianzidhfstegadandn onvdeliiAneudemeungnsdl sudsmimindede
yasmaunasedlnglunsliszuudidnnsetinddsnarisng Wemaunasedladdayiunuimuniiia
Tuatusen tngunandeduldsyningd we. 2566 - 2570 Faduiuniudfguestiymeengin
untu Taglugag 3 Yusnaaunasesldiduimuniienisiluldfunisduduaildufase
finsusudsdengvung meiaunszuulsunsy n1sdnmgunsalaeuiameas N15eUTNYAAINT
sudimsuszanduiusiignsdlidilainszuudnandaiuazmnsing uazussndaninens
diedla audglduinmanntulutiagiu i daundefinmnmsssuninvedselain 19 fae
ogslsfiniu Tudasusnvosmsldszuunud Snrslaudnnslsvesuaisnds

TuvanednwauLAUANTIERRAIUANY FITEUUSNYIANUUADANEUBIAIAUNATRIAIUITANTIANY

) v o 4
wartasiulila fadl

4 A o o W a o
NUVBIVBYR — d1UNINYINTETAUNA, AuUnuAIaunNATes

YoavINAYINEIWNYVE Ineviuanaen v Anuvasseidlaaunilslumeunsgnieuen

Inglalasvevem uusiiunssredalunaining desdrsdumasiiuivesdeyaynmse



334 @ NINTIVINMIAAUNATES T7 24 2lfuil 2 (wquniaw-Aamew) 2567

[

annfeanaumslauaslumalnasas

sunuunstandneleiues $1urunsy
1. Malware 8,932
2. SQL Injection 1,109,082
3. Cross — Site Scripting (XXS) 43,129
4. Denial of Service (DOS) wag Distributed Denial & Service (DDOS) | 18,244,719
5. Password Attack 189,517
6. Server — side Request Forgery (SSRF) 1,034
7. Automated Vulnerability Scanning 220,977
8. Suspicious File Extension Access 4567
9. Hazardous HTTP Request Methods 12,496
10. HTTP : HTTP Login Bruteforce Detected 86,978
11. HTTP : OS Command Execution Unix 126,614

winaganunsansanukaz desdunislaufnieleivesanwazang q 11edulile

witueuAndulngd maunasesiuleuienaziissuudiannsetindunldegrufuguuuy 59084

[

msideygusshivg (Artificial Intelligence e Al) 3n1glun19vi9udua1g 9 veeAIaNINTY

P

AaunasesdeieunTyivdaynivimelua 9 andeanaiunielguesduinisiauisiuuy
wazarmdudeusnniunniu

dlodsramnuimevesmadnasesludossanaranuii i 3 Ussidiu leun

1) JeygunsalneniiumesisiineuazssuuufiRmsimaUneaseddnuegliviuars
nlviivadimfiusninesannsalavily sanislsifimsi Redundant Server ililoneuiiamesisianeg

]

anlauANIavnve9 azldanu1salaldauLAToInauRiweswUIed@ oIl UL U A viud

Y

[% o

douhdeyaidsesliifudeya deiaddszoznalunmsiiiunisuiy

2) Yaymsruvansaumeimalnasesimuntuedagldinaluladinin vlildodn
suialsifinmansaaeudesimivesssuureuldanaie

3) Yayueansvasmaunasesnanug anudila wavanunseminlunsinw

Y ]

rsiuasaenievessyuuwalulagansauma sumalidgauassuuniivssaunsalias A ey

YoavINAYINEIWNYVE Ineviuanaen v Anuvasseidlaaunilslumeunsgnieuen

Inglallasvevean duusiiunssredalunisiving desdredaunasiiuvesdoyannnsa



@ NsETIvINMIAaUNATEs U9 24 atiufl 2 (wquniau-Aaneaw) 2567 335

ndaymanuyinmetiesy maunaseaddlanrunensmansenseRuANUTUAY

Y Y] '

Uaeademalavesiviininsguliluwnuinuiivaaduaian Ineliidmueddyassusens

a =

Ao uielvimaunasesfiszuuanusiunsaonfeAdviailfnasgulasiiusganiaim ansadeatu
mslaufmdlawedly mueismudoiiiliungléuimsitavesemanyaanelusazmouen

fiail AraunaTedlaMMuAgNsAIansvoLNURMUIAITaveIr1aUnATos
Wel. 2566 — 2570 Suau 4 gysemand d1dy Uszneuse evsmansil 1 WannszuukazuianssuRdva
fldrudie azmn 9052 seulandild gvsmansd 2 ysanmsdedlosdoyamaunaseadienisuims
uazmsUTIMIIamsiviuae leunsgiu gnseansil 3 snseduauiuasUasndemaluiues
Tumsgiu uazgmsmansd 4 Waunyaainsuazaiisassesdanuiileduindeumalnases
Sidnnsedndianysaluarldausuguuuy

meldgnsenansd 3 Ausesanuiunsasadonisloiues mavnases
Iehwualassmsdfyitoausssegnsmanifanand $1uau 3 Tassms Teu (1) Tasamsiamn
TnssadsiiuguAdvinenmsmaunasesgegauidmiuazguidisestioya (Data center) Wiouims
arudssiumeluladiivavesmaunasesiaiiesdng (2) Tassnsenseduamusiuasaoade
Anpsgrumunmsgudiihse Suasdesiunslaudmsluues (SO0) uuuasuases Tnediiuay
Taenndesmumszsvdydinssnuanusiuasaendeloues wa. 2562 Tuguuuunsiiise s
uazdasiunslasfvnslewues (SOC) wuuATUNAS (Security Operations Center — SOC) Wilansiilnse s
oty uagdnwianusiunasnisvesssuuimealuladfdvalyivaoafuaindoananmslaues

[ [

naan 24 Y1l (Real time) suillunisenseiuaulasnivvesdeyalagnisidnseiauasSnw

wa

Auiunslaenfvvestoyadiuyarauazdayalonal sang1uRIanunse v dydanuases

Yoyaduyana wa. 2562 easmnudesidsiiuussvvu dnsdl uagmhomumaiglumslivinsg
maunasadiinnsadind siall Tud w.e. 2567 fRanssundn Wy n1sdavinagnssEULAuATES
Yoyadiuyanavestszrvuiidugldiins (Cookie and Consent Management) nsdavngunsal
tpafulaerne (Next Gen Firewall) 1usu TneRanssalusunmssnuanusiunsasnisleues

[V

zaduniseaiiadluaudst we. 2570 ndautumsinvisienunanisiiseateanmunisleiues

9

agsaLliad WielanunsaimmnsyuueSawasavredwsvuatewasiudesonnmunlaues

ATATRILILUAsULUaI9819590157

5 @ aa o 9 sa o @
WHURAWIATaveIMIaUNATEY W.A. 2566 - 2570 dingUssasAidAy Ae atduayu

@

Jundaunisiauimalnasesliussaulvunswnuwiunvesmalnasessses 20 U uazunulfuRsiunis

0%

dinaueaunases wa. 2566 - 2570 aglduuamianisiaunuwnuinui sguianidavesussnalng

.61 2566 - 2570 lawansaaglanszddguesusuinunfdviavesmaunases na. 2566 — 2570 Aafilanmun

Weriemilin “maunasedidnnseiindiien1sdnernugisssunsunaseafisinds e Wsda uasusssy”

YoavINAYINEIWNYVE Ineviuanaen v Anuvasseidlaaunilslumeunsgnieuen

Inglalasvevem uusiiunssredalunaining desdrsdumasiiuivesdeyaynmse



336 @ N58NTIINMIAaUNATES T 24 atufl 2 (wuntaw-Aenaw) 2567

uonanil madneseszajaiunamananuindetumhenuiiietesidulssme
wazasUsena nsawiznisdavunuiuflossanaiunidleweslusgdudng q fionafnty
Tuewian viall SnhsnuvesigranswignlaufuasnolmAnenudemeniumn wu lsmeiua
anufne) udu maunasesdelanwunliadisarudiuiondnmsiunisausgvesine
AfAnudevgimumeluladaiva Wy ddnnuiaunizuiadava (esdnisumaw) ans. (DGA)
guimaluladdidnvsetinduasreyiiaweSivieni (NECTEC) uardiinnuanignssumsinyesiung
Uaenfeluuosuiand (esdnisumivn) budu suisesldussarutunssnsasnmasiayssine
Tunsanduanuriundvesdjugrondeuitnenistesiulazsediuaivyinssunidleives
(ASEAN Declaration to Prevent and Combat Cybercrime) fil1ainananndnsussinese daagvili
maunAsesdimmiunsaenfemMdluuesuazaninsaas enuideiunglduinsfetnusias sield

dmduaniunisaiduanuiuasasafemsleueslulsamaisalusdu nui
Tud . 2566 UssmadsaluSioundyfumslaimaluuoiumeguuy el funeulivmgniay
NIABNIIMBIVBIUTEIMARNALUS (Singapore Computer Emergency Response Team #3e SingCERT)
wuin finsvaenarsvesiisandnludnuasiiads (Phishing) suiliunisnasnaislagnisadng
Suwavaey Fuleiuae vide SMS Yasu Hudu ilelilddeyadiuyanaviorliyanatiuduay
waggINIsuNIINTRNinguiiaaIdn 9113w 8,500 nsdl wunislanfaindauisisenaild
(Ransomware) $1121 130 nsdl ngunihmsnefignlaud Ae mhegsivuinnaalazsIngou
(SMES) wazdidurulassadsiugiumaansaumaiignifauns (Malware) 11a1gseun (infected)
$1uu 81,500 spUU Tnemhsnusuausiuamslavesliussaunnusiuilefugliuing
medumesiinfiieateniteudlalaymedsaiieaue uenand Smunsdvesnindnluudle
ulwst (Website defacement) wsighuuiuladiignidrluudlvanasainditiuan egrdlsin
nssndunisludnvasdldinisdeludunaniodudu lasanizod1ads fodsaueeulatl
(Social media) fiUSunfiundu

Uszinadealufldusemalisstyaiinfeanuiuasiaondemslawes (Cyber
Security Act, 2018) llennsnssumsausumssnvausiuasasadomalsuosvesUszing
Tnevualvimiasauesigiuiinveu fo drinauausiuasasademduues (Cyber Security
Agency : CSA) %aié’mwmauaum@iaﬁmﬂmuLLazm@mizﬁmalem‘uas‘ 1NTOUNITANTUNITHAN 9)

vaa v o

AnetaatuANLTuAlasnden19lwluas kaEAINUASIUIANUNNYIHNT VTN NG 9A LT UNNT

Y

v A '

Suiloronslanfinialauesfdfey syUganenanlanuualiszuureuiunesiodulasasng
fugudrfguesdeyanisluiues (Cyber Information Infrastructure : Cl) Fsladinsuusdssian
vaalassadisnugudrdgyvestayanislavesoanidu 11 aradiu (Sectors) Tu 3 ngu laun

AANITUINNT (Services) MAnsans1sayulng (Utilities) waznaanisuuds (Transport) Tnglasaasi
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fugrudrAgyvesdoyanislaesiunisuinisniassasgnineglunguueinisuinig (Services)

'
Y o a

dwsugniinihidesdiunisiuliedenistandnisleivesiu Ineinslandndegiurandin
veeyingItes 3 dnvae laud 1) drdneuanuiuasvasadenialaiuas (Cyber Security

Agency : CSA) Fadunthenuiilasumsueumnglidugumsdanisnmsiuliemnnisaimalsues

(Y]

SEAUVR To1U1AINUINITEarN1sas19nudnlatiieteafuaNTuAsUasnfenilauas

Tusgaur@ wazdavidelausmsdnseaunisifeudenislaiuasseauy@ (National Cyber-Threat

U a wa

Alert Level : NCTAL) siamuzn3ssun139an1508WU (Crisis Management Group : CMG) 2) i

@ (Y] 1%

Suiingaulumadiuedlassadieiiuguddgvesdoyamslauesusiaznindiu (Sector lead)

o

v v o
a =

siwthiduduimsdanismanisainisdaiveininatusdelassadisiugiulunindiuty 9

o
3
(Sector Cyber Incident Manager) uag 3) irvaslassadrefiugiuddyvesoyanslaves
Faduuumihivedessuilouasnavaussiawmmsaindlsiue’ fwhidenlumstesiunislaud
mdlewues wu svualiidwedessaieiiuguddyuestoyamsluveifesdnlstumusniuns
dieanaudssnslauesierliansassyuasinmusonnaumislsuesiionioty
dwmdunisdndunisiieduilouazussimanuidssaindoanaiumidloiues
(Cyber Threat Mitigation) veUssineaealusiiu Sgunadselusladidumsussmmsidsmndenna
milaiweifioniniu nsutssziannisdudunsidu 3 udn (Pilars) léun dugvsaans
fuAmnssugenALg (Engineering) Lagiun1sUFURng (Operation) Tusuiifinnulaaidy
wazimtesnann Ao AAmnssusending Ssunadealusliiauntassadsiugniluszuunand
(Cloud-base infrastructure) éamﬁwﬂﬁu’%miiwmmaﬁmﬂsﬁu%uﬁ'l LU Google %30 Amazon

Web Service (AWS) 1udu wialin1suinisuaznisdniudayaressguiasguuszuunaig

'
=< o a

lngi3endn Government Commercial Cloud (GCC) @asguradenluslaayqislimiieaunessy
Fianszuuiildsueygauazaunsaiifeusions 9 anansadidsnsliuinnsuussuy GCC la
uenanil SgunadeAlusdilitamnsensuasisududensinuausiunsuaenfondlaivesiu
ierelumaiannueundinduvieszuusing q vesmhsnumagiviaulasnionuunnsgiu
1% 32UU Code Security and Compliance Automation Platform Ecosystem (CodeSCAPE) #isaszuu
Mobile Application Security Hygiene (MASH) 18ugiu Tudausunsufiinisvesiguiadenlus
Tnsguduftinmaihsfemnuiuacniasndoszuuimaluladansaumnavesiguia Government

[

Cyber Security Operation Center (GCSOC) lé’fﬁﬁwwf]ﬁ’am'ﬁLﬁu'ulﬁmﬁ’uﬂuﬁiﬁi’ﬂumﬂqmammim
auwmaluladuldufua dusunsuinisdanisimsnisainisleiues Sguiadealdsladasseu
AMuTULIIRsNIsainslauestumus TR ALAsHansENUTe AN sieaniiy 5 sy
Faudsziunslanfidanugunssidsdmaisndniiosdoniisvuuazssyvuiialy

URTEAUNSIANANIAUTULSITUEER (Very severe) Badanansenudonulunveslszing
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suisnnuindeievierniilindevesiguia uenani deldimatasedulssamanuguns
Tunsdifinslaninislewesdmaliannsdalnanistoyaduninanizde il luwsiaesedy
Anusuuswassladardli v efitisnslumsdmsdamsiiuansiatuly
dmiunisdiiiunisuazuuiujoaiierfuannuiunslaeadenislaiues
veemagfsssudsalud Ingnsldnandinisdiduniseing 9 Fauvsoanu 3 dau Liun
M35n¥IAUlanfsYILaUNaLATULaE T2 UULASBY1Y (Application and Network security)
n1sdanismnuUTIzvIasugUnsaluazyafdsrIuANn15YeIL (Hardware and software
vulnerabilities) wazmssudumsiieaiuyaains (Human Awareness) Tnglumssnwanudasnde
YU NALATURAEIEUULATOUY (Application and Network security) Finagfsssudanlys
1711 Web App Firewall (WAF) anld mﬁam’sﬁ]aawgl%’ﬂ%’ﬁmaeim%’mamﬁaﬁmﬂsmuauﬁhiﬁq
31nN1stanAyusELan SQL injection wag Cross-Site Scripting (XSS) n1saruANN1ssUlnanlng
91NN UAENITATUNITNTIVARUTEUU (Audit) nTavaeulanlUsunTy (Source code review)
UszLiugeelni (Vulnerability assessments) WazAdoUN15L21¥52UU (Penetration testing)
o vaiiane Tnsmadnndiyearamluuisiumsiangszuulnefimslinsiatuenined (Hacken
fanunsavmeaseuvesszuuld Suazviouliiudimsiidusalunmsdesiufonnaumalawes
Iadueened violunmssnuanulaendavesssuuniois (Network security) magfisssuesdenlus
IFusaaietnseaniuduges 9 vanediu (Segment networks) WiawiuAyanaensawazanuanseny
nmslad Tnslawzfioannansznumnmslasilug Uy (Distriouted Denial of Service : DDOS) #e
Tudruvesnnudsizursvesgunsal (Hardware) LLawqmﬁwéi’wnU@amﬁﬁwmu (Software)
magfsssudeluslsmenglunuandoslmimieidesiugunssitazyndida Ingngeuduinn
Tiuadefigaiiegatesnivionudseuisitonaiintu dsluduvesgunsal (Hardware) tu

ladin1sdaiiunuiiiedsloudeyaaingunsaiuagszuvuuiRnisnliaunsaduianlaudn

[V
o

(Unsupported hardware and OS versions) 31l $gutadsaluslandnduliiinisinuinissng 9

FugszuunaIn (Government on Commercial Clound %38 GCC) tiaannselun1sungesnw

Y

wazdasiunnnuszuiawesgunsaiduauinngunsaiiliviualie wenaind Syuradealus
galadugfnnudAyresyrainslussdnsdenislesiuiavananudsinnislassnisleiues

(% v

Inglyldisaduminnvesupainsiieadesiumalulagarsaunaminty uineiteaiugides
Iszuunnau mnyaralayrranisUssumduaafisndniesforndugaseunvinliiszsuy
AuUaendenalaivesessuunnagludunseld mslianuiuasnmsiasuadaanunsening

o 1

(Education and awareness) wniupannslusadnsdadudsidgegrunnuazmsaifiunsedanaiiio
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Tudrsvesnisanunouiiu fidrsusuiledmaulunainnaredseidu fieludan
yesanumsaifunistaninidleivesvesdsnlufuazulouionisandunisifisafuausiung
Uasasfenaloiueivesdenlls iy magdsssudsnluiinsgnlondinislsiveslnefgland
oginaUszinminevielsl deinensldneuin magisssudnluslduinmsvesquiufianmaiise T
mmﬁumﬂaa@ﬁmzwmaluiaﬁmsawmmaﬁgma (Government Cyber Security Operation
Center (GCSO0) lun1snsraaeuuaziiiise Tafeanamislowesd doyaludiuiisazgniafiv
fmhenudenan s malaufonisssmadudsinuldily egndlsfinny Seldnumslad
Afmuouswazaielgmliuissuunisiauvesma daudiniudiin aagisssudenlus
uiladywiieanmszsudszanauiigdumsiesiufoanammalsiuesedils Ingnslineudn

Ssuradealuslasianunengnuiasnanaulinisuimsvessguiadnavieguussuuaain (GCO)

'
=

deantylumsuimsdnmsgunsal uazlimsddumsinanidumhivesfldsmsszuunand
Faduensutuniuny dunsuimsdanmsyaansiiy desseusuimsassmyaainslunsdn
assfuasaondomdlauestududaifitod i fiduuivesunyemnuaranddidouinegs
fedu Sednduiifesiuunlildhaudennusussinlafianmnsauimsdansldmedmini
Y9aANALD $13901990ANIBIEB MBI UAIUNAN tHedRTIuIuYRAINTAA LY
Tivindisndu delimsldfnenmammisnudunaafiudnenmud3eresyssiiussnmesy
V0T uefins1fuaILFeINITTOIUANIZAIUTBIMUIBUA 9 kazUszidfiuinnuding
anansnlyaraneusndavin (Outsourced) levdslsl 1losnnnmsiiviisnuuiazmisuazios
ufmnyaansveswuedunsinyanuduasasafeomilsweidueadunsenuasdalddne
funniAuld wagdnuiiin Jagdurmaunesedlneldiinsdamiununssuiiomalowesuds Taols
fimstwemiiiuassueumdunuluduiifsdesauereausmsdiinnumaUnaseudn
msdndomienseeuldreamunisaimaleiued (incident response team : IRT) wazAusUAANNS
e Taannuduaslaeadeszuumaluladaisauine (Security Operation center) Tudau
vosmagfsssudsaluiu fmasdumsnelsl ogils Feinenslénd1in maghssaudenlus
felaifinsdndagudufoanaihseTenufunsUaondessuumelulaBansaumaraaniuies
Tnedsnaftangudujianisiihsefannuiunsasnfoszvumaluladansaumavesiguia
GCSOC lpsnliifininensynnaiiazsosiuiumaiins fsmasaiian Tunsl Sefesdinmadain
szuvlumsdndsdeyaduninuvasadsluds GCSOC uwuustuiiila (Real-time) 1iol# GCSOC
#5099 Ysziliunslanfivnassuu uazudadeuludsdiinanuiionsfsuslouazsduiums

douaIUmMANTallFRE 1LY
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