
36th National Graduate Conference (5/2025) [1] 

1-2 December 2025 @ Thongsook College, Thailand (Online Conference) 

 

 

Procedia of Multidisciplinary Research  Article No. 18 

Vol. 3 No. 12 (December 2025) 

THE DEVELOPMENT OF INFOGRAPHIC VIDEO MEDIA ON CYBERCRIME 

FOR PROMOTING AWARENESS OF ONLINE SECURITY 
 

Chutimon YUDANG1 and Krishna CHIMMANEE1 

1 College of Digital Innovation and Technology, Rangsit University, Thailand 

 

ARTICLE HISTORY   

Received: 3 November 2025 Revised: 17 November 2025 Published: 2 December 2025 

 

ABSTRACT 

In the digital era where information technology plays an increasingly significant role, cybercrime has become a 

critical threat that affects individuals, organizations, and society as a whole. Enhancing knowledge, 

understanding, and awareness of such threats is therefore essential. This research aimed to: 1) design and 

develop a video infographic to disseminate knowledge about cybercrime, 2) evaluate the quality of the video 

infographic in terms of knowledge management, and 3) study the satisfaction of the target group toward the 

developed media. The sample consisted of 39 voluntary participants, including instructors and students, 

selected through purposive sampling. The research instruments included: 1) pre-test and post-test to measure 

learning achievement, 2) the developed video infographic, and 3) a media quality assessment form and a 

satisfaction questionnaire, using a 5-point Likert scale. Data were analyzed using mean and standard deviation. 

The results showed that students’ learning achievement significantly increased at the 0.05 level. The satisfaction 

results indicated that the content aspect was rated at a high level (X� = 4.47, S.D. = 0.55), the language used 

was at a high level (X� = 4.42, S.D. = 0.51), visual illustrations were rated at the highest level (X� = 4.49, S.D. = 

0.50), and the audio component was also rated at the highest level (X� = 4.52, S.D. = 0.51). The overall 

satisfaction was at the highest level (X� = 4.49, S.D. = 0.50). Therefore, the developed video infographic on 

cybercrime awareness can be effectively applied in practice to promote online safety awareness. 
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การพฒันาส่ือวิดีโออินโฟกราฟิก เรื่อง อาชญากรรมทางไซเบอร ์เพื่อ

เสริมสร้างความตระหนักรู้ด้านความปลอดภยัในโลกออนไลน์ 
 

ชุตมิณฑน์ อยู่แดง1 และ ครชิณะ ฉิมมณี1 

1 วทิยาลยันวตักรรมดจิทิลัเทคโนโลย ีมหาวทิยาลยัรงัสติ 

 

บทคดัย่อ 

ในยุคดจิทิลัทีเ่ทคโนโลยสีารสนเทศเขา้มามบีทบาทอย่างกวา้งขวาง อาชญากรรมทางไซเบอร ์ไดก้ลายเป็นภยัคุกคามที่

ส่งผลกระทบต่อบุคคล องค์กร และสงัคมโดยรวม การเสรมิสร้างความรู้ ความเขา้ใจ และการตระหนักรู้เกี่ยวกบัภยั

คุกคามดงักล่าวจงึเป็นสิง่สําคญั งานวจิยัครัง้น้ีมวีตัถุประสงค์เพื่อ 1) ออกแบบและพฒันาสื่อวดิโีออินโฟกราฟิกเพื่อ

เผยแพร่ความรูเ้กี่ยวกบัอาชญากรรมทางไซเบอร ์2) ประเมนิคุณภาพของสื่อวดิโีออนิโฟกราฟิกดา้นการจดัการความรู ้

และ 3) ศกึษาความพงึพอใจของกลุ่มตวัอย่างทีม่ตี่อสื่อดงักล่าว เพื่อประเมนิคุณภาพของสื่อ โดยเกบ็รวบรวมจากกลุ่ม

ตวัอย่าง ประกอบดว้ย นักศกึษาหลกัสูตรวทิยาศาสตรมหาบณัฑติ สาขาการบรหิารจดัการเทคโนโลยแีละความมัน่คง

ปลอดภยัทางไซเบอร,์ นักศกึษาหลกัสูตรปรชัญาดุษฎีบณัฑติ สาขาวชิาเทคโนโลยสีารสนเทศ และนักศกึษาหลกัสูตร

วทิยาศาสตรมหาบณัฑติ สาขาการจดัการนวตักรรมดจิทิลั วทิยาลยันวตักรรมดจิทิลัเทคโนโลย ีมหาวทิยาลยัรงัสติน

ช่วงปีการศกึษา 2563 ถงึ 2567 จํานวน 39 คน ซึ่งเลอืกโดยวธิกีารสุ่มแบบสมคัรใจ เพื่อประเมนิระดบัความพงึพอใจ 

เครื่องมือที่ใช้ในการวิจยัประกอบด้วย 1) แบบทดสอบความเข้าใจก่อนและหลงัเรียน 2) สื่อวิดีโออินโฟกราฟิกที่

พฒันาขึน้ และ 3) แบบประเมนิคุณภาพของสื่อ และแบบสอบถามความพงึพอใจ โดยใชแ้บบประเมนิมาตราวดัค่า 5 

ระดบั สถติทิีใ่ชใ้นการวเิคราะห ์ไดแ้ก่ ค่าเฉลีย่ และส่วนเบีย่งเบนมาตรฐาน 

คาํสาํคญั: อาชญากรรมทางไซเบอร,์ สื่อวดิโีออนิโฟกราฟิก 

 

ข้อมูลการอ้างอิง: ชุติมณฑน์ อยู่แดง และ คริชณะ ฉิมมณี. (2568). การพัฒนาสื่อวิดีโออินโฟกราฟิก เรื่อง 

อาชญากรรมทางไซเบอร์ เพื่อเสริมสร้างความตระหนักรู้ด้านความปลอดภัยในโลกออนไลน์ . Procedia of 

Multidisciplinary Research, 3(12), 18  
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บทนํา 

ในยุคดจิทิลั เทคโนโลยสีารสนเทศและการสื่อสารไดก้ลายเป็นส่วนสาํคญัของชวีติประจาํวนั ไม่ว่าจะเป็นดา้นการศกึษา 

การทาํงาน การสื่อสาร หรอืการทาํธุรกรรมทางการเงนิ ความกา้วหน้าของเทคโนโลยดีงักล่าวส่งผลใหเ้กดิความสะดวก

และรวดเร็วในการดําเนินชีวิต อย่างไรก็ตาม เทคโนโลยีเหล่าน้ียังเป็นช่องทางที่นําไปสู่ภัยคุกคามรูปแบบใหม่ 

โดยเฉพาะอย่างยิง่ภยัคุกคามทางไซเบอร ์ซึง่มลีกัษณะทีซ่บัซอ้นและยากต่อการควบคุม 

อาชญากรรมทางไซเบอร์ (Cybercrime) เป็นภยัคุกคามสําคญัที่เกิดขึ้นควบคู่กบัการพฒันาด้านดจิทิลัที่ ครอบคลุม

ตัง้แต่การโจมตรีะบบ การเขา้ถงึขอ้มลูโดยไม่ไดร้บัอนุญาต การหลอกลวงผ่านอนิเทอร์เน็ต การขโมยขอ้มูลส่วนบุคคล 

ตลอดจนการกระทาํทีล่ะเมดิความเป็นส่วนตวั รายงานจากสํานักงานพฒันาธรุกรรมทางอเิลก็ทรอนิกส ์(ETDA, 2566) 

ระบุว่า ประเทศไทยประสบกบัเหตุการณ์อาชญากรรมไซเบอร์เพิม่ขึ้นอย่างต่อเน่ือง โดยเฉพาะการหลอกลวงทาง

ออนไลน์ การปลอมแปลงตวัตน และการโจมตีขอ้มูลผ่านแอปพลเิคชนัหรอืเว็บไซต์ปลอม พบว่าเพยีงปีเดยีวมเีรื่อง

ร้องเรียนผ่าน ศูนย์ 1212 (ETDA) ถึง 45,190 กรณี โดยกว่าร้อยละ 70 เกี่ยวข้องกับ การหลอกซื้อ-ขายออนไลน์, 

เว็บไซต์ปลอม และการปลอมแปลงตัวตน ซึ่งสะท้อนว่า “การหลอกลวงทางออนไลน์” ยังคงเป็นปัญหาใหญ่ของ

สงัคมไทย ภยัคุกคามทางไซเบอร์” ยงัตดิหน่ึงในหา้อนัดบัแรก (1,311 กรณี หรอื 3.71 %) แสดงใหเ้หน็ว่า ความเสีย่ง

ยงัไม่ลดลงอย่างมนัียสําคญั ดา้นคดอีาญา กองบญัชาการตํารวจสบืสวนสอบสวนอาชญากรรมทางเทคโนโลย ีรายงานว่า 

ตัง้แต่ 1 มนีาคม 2565 ถงึ 31 ธนัวาคม 2567 มกีารรบัแจง้คดอีอนไลน์สะสม 773,118 เรื่อง มูลค่าความเสยีหายรวม

กว่า 79,569 ลา้นบาท (ETDA, 2566) 

นักศกึษาในยุคดจิทิลัถอืเป็นหน่ึงในกลุ่มเสีย่งทีอ่าจตกเป็นเหยื่อของอาชญากรรมไซเบอร์ เน่ืองจากเป็นกลุ่มทีใ่ชง้าน

เทคโนโลยอีย่างต่อเน่ือง แต่ยงัขาดความรูเ้ท่าทนัภยัคุกคามในโลกออนไลน์ ส่งผลใหก้ารเรยีนรูเ้กี่ยวกบัอาชญากรรม

ทางไซเบอรม์คีวามจําเป็นอย่างยิง่ โดยเฉพาะในดา้นการตระหนักรู ้การใชเ้ทคโนโลยอีย่างปลอดภยั และการป้องกนั

ตนเองจากภยัไซเบอรร์ปูแบบต่างๆ อย่างไรกต็าม เน้ือหาเกีย่วกบัอาชญากรรมไซเบอรม์กัมคีวามซบัซอ้นและใชภ้าษา

ทางเทคนิค จงึอาจเป็นอุปสรรคต่อการเรยีนรูข้องผูท้ีไ่ม่มพีืน้ฐานดา้นเทคโนโลย ี

สื่อวิดีโออินโฟกราฟิก เป็นเครื่องมือหน่ึงที่สามารถถ่ายทอดความรู้ในรูปแบบที่เข้าใจง่าย โดยการผสมผสาน

ภาพเคลื่อนไหว ข้อความ เสียง และกราฟิกที่ดึงดูดความสนใจ ช่วยลดความซบัซ้อนของเน้ือหา และทําให้ผู้เรยีน

สามารถเขา้ใจเรื่องยากๆ ไดร้วดเรว็ขึน้ ซึ่งสอดคล้องกบัแนวทางการจดัการความรูใ้นยุคปัจจุบนัทีใ่หค้วามสําคญักบั

การสื่อสารแบบกระชบัและเขา้ถงึงา่ย 

จากเหตุผลขา้งตน้ ผูว้จิยัจงึมคีวามสนใจในการพฒันา สื่อวดิโีออนิโฟกราฟิกการจดัการความรู ้เรื่อง อาชญากรรมทาง

ไซเบอร์ เพื่อใช้เป็นสื่อเสริมการเรียนรู้สําหรบันักศึกษาระดบัอุดมศึกษา โดยมุ่งหวงัให้เกิดการเรียนรู้ที่เข้าใจง่าย 

น่าสนใจ และสามารถนําไปประยุกตใ์ชใ้นการดําเนินชวีติประจาํวนั รวมถงึประเมนิคุณภาพของสื่อ และความพงึพอใจ

ของผู้ใช้ เพื่อนําไปปรับใช้ในการจัดการเรียนการสอนในอนาคตได้อย่างมีประสิทธิภาพดังนัน้ งานวิจัยน้ีจึงมี

วตัถุประสงค์หลกั 3 ประการ คอื 1) ออกแบบและพฒันาสื่อวดิโีออนิโฟกราฟิกเพื่อแสดงถงึเน้ือหา เรื่อง อาชญากรรม

ทางไซเบอร ์เพื่อเสรมิสรา้ง ความตระหนักรูด้า้นความปลอดภยัในโลกออนไลน์ 2) เพื่อประเมนิคุณภาพของสื่อโมชนั

กราฟิกการจดัการความรู้ เรื่อง อาชญากรรมทางไซเบอร์ เพื่อเสรมิสร้าง ความตระหนักรู้ด้านความปลอดภยัในโลก

ออนไลน์ 3) เพื่อประเมนิความพงึพอใจของกลุ่มตวัอย่างทีม่ตี่อสื่อโมชนักราฟิกการจดัการความรู ้เรื่อง อาชญากรรม

ทางไซเบอร ์เพื่อเสรมิสรา้งความตระหนักรูด้า้นความปลอดภยัในโลกออนไลน์ 

 

ทบทวนวรรณกรรมท่ีเก่ียวข้อง 

อาชญากรรมทางไซเบอรเ์ป็นรปูแบบของการกระทาํผดิทีใ่ชเ้ทคโนโลยดีจิทิลัเป็นเครื่องมอืหรอืเป้าหมาย โดยครอบคลุม

ตัง้แต่การเขา้ถงึระบบโดยไม่ไดร้บัอนุญาต การโจรกรรมขอ้มูล การปล่อยมลัแวร์ ไปจนถงึการหลอกลวงทางออนไลน์ 

ลกัษณะของอาชญากรรมเหล่าน้ีไดร้บัการนิยามและควบคุมตามกฎหมายไทย เช่น พระราชบญัญตัวิ่าดว้ยการกระทาํ
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ความผิดเกี่ยวกับคอมพิวเตอร์ พ.ศ.2550 ซึ่งมีวตัถุประสงค์เพื่อเพิม่ประสิทธภิาพในการป้องกันและดําเนินคดกีบั

ผู้กระทําผดิในโลกดจิทิลั (พระราชบญัญตัิว่าด้วยการกระทําความผดิเกี่ยวกบัคอมพวิเตอร์, 2550) การขยายตวัของ

อินเทอร์เน็ตในประเทศไทยตัง้แต่ทศวรรษ 1990 ส่งผลให้อาชญากรรมทางไซเบอร์เติบโตตามไปด้วย โดยมีการ

กล่าวถงึพฒันาการดงักล่าวในงานศกึษาของ ชฎาภรณ์ สงิหแ์กว้ และ ภานุเดช ปัญญา (2564) ทีร่ะบุว่า ไทยเริม่เผชญิ

ภยัไซเบอรอ์ย่างจรงิจงัเมื่อเริม่มกีารนําระบบดจิทิลัมาใชใ้นภาคธุรกจิและภาครฐัจาํนวนมาก 

ประเภทของอาชญากรรมไซเบอร์ในประเทศไทยมคีวามหลากหลาย เช่น การหลอกลวงออนไลน์ การขโมยขอ้มูล 

มลัแวร์ แรนซมัแวร ์การแฮกบญัช ีและการคุกคามออนไลน์ ซึ่งเป็นรูปแบบทีพ่บมากในรายงานของสํานักงานพฒันา

ธุรกรรมทางอิเล็กทรอนิกส์ (ETDA, 2566) นอกจากน้ี กระทรวงดจิทิลัเพื่อเศรษฐกิจและสงัคม (2566) ยงัรายงานว่า

พฤตกิรรมคุกคาม เช่น การส่งขอ้ความลามก การใชภ้าพตดัต่อ และการข่มขู่บนสื่อออนไลน์ เพิม่ขึน้อย่างมนัียสําคญั 

สะทอ้นใหเ้หน็ถงึความซบัซอ้นของภยัคุกคามทีข่ยายตวัตามเทคโนโลยแีละพฤตกิรรมการใชง้านของประชาชน 

สถานการณ์อาชญากรรมไซเบอร์ในประเทศไทยในช่วงปี 2566-2568 ทวคีวามรุนแรงมากขึน้ โดยมผีูเ้สยีหายจํานวน

มากจากคอลเซน็เตอร ์ขอ้ความหลอกลวง และเวบ็ไซตฟิ์ชชงิ รายงานของ ETDA (2566) ชี้ว่ามลูค่าความเสยีหายรวม

ต่อปีสงูมาก ขณะทีส่าํนักงานตํารวจแหง่ชาต ิ(2567) ระบุว่ามผีูเ้สยีหายเฉลีย่ตอ่เดอืนหลายหมื่นราย ซึง่แสดงใหเ้หน็ถงึ

ผลกระทบในวงกวา้ง และความจาํเป็นตอ้งมมีาตรการป้องกนัทีท่นัสมยัและมปีระสทิธภิาพ นอกจากน้ี แนวโน้มการใช้

เทคโนโลยปัีญญาประดษิฐเ์พื่อปลอมแปลงขอ้มลูและเพิม่ความน่าเชื่อถอืของมจิฉาชพี ทาํใหก้ารรบัมอืมคีวามทา้ทาย 

ผลกระทบของอาชญากรรมไซเบอร์ครอบคลุมทัง้ระดับบุคคล ครอบครัว องค์กร และสังคม งานศึกษาของ

มหาวทิยาลยัมหดิล (2566) ระบุว่าเหยื่อจํานวนมากประสบผลกระทบทางจติใจ เช่น ความเครยีดและความวติกกงัวล 

ขณะที่สํานักงานตํารวจแห่งชาติ (2567) รายงานความเสียหายทางเศรษฐกิจจํานวนมากที่เกิดจากการหลอกลวง

ออนไลน์ ในระดบัองค์กร โดยเฉพาะ SMEs ขอ้มูลจากธนาคารแห่งประเทศไทย (2566) ระบุว่า องค์กรขนาดเลก็มกัมี

ความเสีย่งสงูกว่าจากการโจมต ีเช่น แรนซมัแวร ์เน่ืองจากขาดบุคลากรและระบบป้องกนัทีเ่หมาะสม ส่วนงานวจิยัของ

จุฬาลงกรณ์มหาวทิยาลยั (2568) ชี้ว่า การเผชญิภยัไซเบอรท์าํใหป้ระชาชนจาํนวนมากสูญเสยีความเชื่อมัน่ต่อบรกิาร

ดจิทิลัของภาครฐั ส่งผลต่อการพฒันาเศรษฐกจิดจิทิลัในระยะยาว 

การป้องกนัอาชญากรรมไซเบอรจ์งึตอ้งอาศยัทัง้พฤตกิรรมของผูใ้ชง้านและระบบความปลอดภยัขององค์กร แนวทางที ่

ETDA (2566) แนะนํา ได้แก่ การไม่คลกิลงิก์จากแหล่งที่ไม่รู้จกั การเปิดใช้ระบบยนืยนัตวัตนแบบสองขัน้ตอน การ

เปลี่ยนรหสัผ่านอย่างสมํ่าเสมอ การตรวจสอบเวบ็ไซต์ก่อนทําธุรกรรม และการอปัเดตซอฟต์แวร์ป้องกนัมลัแวร์อย่าง

ต่อเน่ือง ในระดบัองคก์รควรมนีโยบายความมัน่คงสารสนเทศการสาํรองขอ้มลูและการอบรมบุคลากร 

สื่อวิดีโออินโฟกราฟิกเป็นหน่ึงในเครื่องมอืสําคญัที่ช่วยให้ประชาชนเขา้ใจภัยไซเบอร์ได้ง่ายขึ้น เน่ืองจากสามารถ

นําเสนอข้อมูลที่ซับซ้อนในรูปแบบที่กระชบัและดึงดูด งานวิจยัของสํานักงานคณะกรรมการการศึกษาขัน้พื้นฐาน 

(2565) และมหาวทิยาลยัศลิปากร (2560) พบว่าสื่อวดิโีออนิโฟกราฟิกช่วยเพิม่ผลสมัฤทธิท์างการเรยีนและการจดจํา

ของผูช้มไดอ้ย่างมนัียสําคญั การออกแบบสื่อประเภทน้ีต้องคํานึงถงึวตัถุประสงค์การเรยีนรู ้ความชดัเจนของเน้ือหา 

การเลอืกใช้ภาพเคลื่อนไหว ส ีตวัอกัษร รวมถึงเสยีงบรรยายที่เหมาะสม (สํานักงานส่งเสรมิเศรษฐกิจดจิทิลั, 2566) 

ตลอดจนการจดัลําดบัเน้ือหาอย่างเป็นระบบและการประเมนิสื่อก่อนนําไปใชจ้รงิ เพื่อใหส้ามารถสื่อสารสาระสาํคญัดา้น

ความปลอดภยัไซเบอรไ์ดอ้ย่างมปีระสทิธภิาพ 
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กรอบแนวคิดการวิจยั 

 

 

 

 

 

 

 

 

 

 

 

 

 

ภาพท่ี 1 กรอบแนวคดิ 

 

วิธีดาํเนินการวิจยั 

การศกึษาการวจิยัเรื่อง การพฒันาสื่อวดิโีออนิโฟกราฟิก เรื่อง อาชญากรรมทางไซเบอร ์เพื่อเสรมิสรา้งความตระหนักรู้

ด้านความปลอดภยัในโลกออนไลน์ ดําเนินการตามกระบวนการวจิยั เชงิปรมิาณ (Quantitative Research) โดยมวีธิี

เกบ็ขอ้มลูดว้ยการใชแ้บบสอบถาม (Questionnaires) มขีอบเขตในการดาํเนินการศกึษาดงัต่อไปน้ี 

1) การออกแบบสื่อ (Storyboard) เน้ือหาในสื่อวดิโีออนิโฟกราฟิกประกอบดว้ย 4 ส่วน คอื 

1.1) ความหมายของอาชญากรรมทางไซเบอร ์

1.2) อาชญากรรมไซเบอรท์ีพ่บบ่อยแบง่เป็น 6 ประเภทหลกั 

1.3) ขา่วอาชญากรรมไซเบอรใ์นไทย 

1.4) แนวทางการป้องกนัอาชญากรรมไซเบอร ์

2) ประชากรและกลุ่มตวัอย่าง 

ประชากร ได้แก่ นักศึกษาหลักสูตร CST, Ph.D. IT และ DIM-online ของวิทยาลัยนวัตกรรมดิจิทัลเทคโนโลยี 

มหาวทิยาลยัรงัสติ 

กลุ่มตวัอย่าง ผูว้จิยัทราบจํานวนประชากรช่วงปีการศกึษา 2563-2567 รวม 130 คน และคํานวณขนาดกลุ่มตวัอย่าง

ตามเกณฑ์ของ(บุญชม ศรสีะอาด, 2535) ที่แนะนําให้ใช้ร้อยละ 15-30 สําหรบัประชากรหลกัร้อย โดยเลอืกใช้อตัรา 

รอ้ยละ 30 ทาํใหไ้ดก้ลุ่มตวัอย่างจาํนวน 39 คน 

3) เครื่องมอืทีใ่ชใ้นการวจิยั 

3.1) เครื่องมอืทีใ่ชใ้นการพฒันาสื่อ ประกอบดว้ย 

Wondershare Filmora 

Adobe After Effect 

Adobe Illustrator 

Adobe Photoshop 

3.2) แบบทดสอบก่อนเรยีน (Pre-test) และ แบบทดสอบหลงัเรยีน (Post-test) ประเมนิผลการรบัรูข้องกลุ่มประชากร

เป็นแบบปรนัย เลอืกตอบ 4 ตวัเลอืก จาํนวน 10 ขอ้ 

สื่อวดิโีออนิโฟกราฟิก 

ทฤษฎแีละงานวจิยัทีเ่กีย่วขอ้งอาชญากรรมทางไซเบอร ์

การออกแบบสื่อวดิโีออนิโฟกราฟิก ผลติสื่อวดิโีออนิโฟกราฟิก 

การปรบัปรุงสื่อวดิโีอ 

ประชากร คอื นักศกึษาและอาจารยม์หาวทิยาลยัรงัสติ 
กล่มบคคลทีม่คีวามรเ้ฉพาะทาง คอื นักศกึษาหลกัสตร Dim-online, Ph.D IT, CST 

 

ประเมนิความพงึพอใจ ทาํแบบทดสอบ สรุปผลการทดสอบ 
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3.3) แบบสอบถาม (Questionnaire) เรื่องการประเมนิความเขา้ใจและความพงึพอใจต่อบทเรยีนสื่อวดิโีออนิโฟกราฟิก

อาชญากรรมทางไซเบอร ์เพื่อเสรมิสรา้งความตระหนักรูด้า้นความปลอดภยัในโลกออนไลน์ 

4) การสรา้งเครื่องมอืทีใ่ชใ้นการวจิยั 

การวจิยัครัง้น้ีเป็นการวจิยัเชงิปรมิาณ มเีป้าหมายศกึษาความเขา้ใจและความพงึพอใจของผูเ้รยีนต่อวดิโีออนิโฟกราฟิก

เรื่องอาชญากรรมทางไซเบอร์เพื่อเสรมิสรา้งความตระหนักรูด้า้นความปลอดภยัออนไลน์ โดยใชแ้บบสอบถามทีพ่ฒันา

จากกรอบแนวคดิตามวตัถุประสงคก์ารวจิยั แบ่งเป็น 3 ส่วนดงัน้ี 

ส่วนที่ 1 ขอ้มูลทัว่ไป ขอ้มูลทัว่ไปของผู้ตอบแบบสอบถาม เป็นแบบสอบถามปลายปิด รวบรวมขอ้มูลลกัษณะส่วน

บุคคล เช่น เพศ อายุ สถานภาพการศกึษา สาขาวชิา และความรูพ้ืน้ฐานเกีย่วกบัอาชญากรรมทางไซเบอร ์

ส่วนที่ 2 ความพงึพอใจของต่อบทเรยีน สื่อวดิโีออินโฟกราฟิก เรื่อง อาชญากรรมทางไซเบอร์ เพื่อเสรมิสร้าง ความ

ตระหนักรู้ด้านความปลอดภัยในโลกออนไลน์ ประเมินจาก 5 ด้าน ได้แก่ ด้านเน้ือหา ด้านการใช้ภาษา ด้าน

ภาพประกอบเน้ือหา ดา้นเสยีง และดา้นความพงึพอใจโดยรวม โดยใชแ้บบสอบถามมาตราส่วนประมาณค่า (Likert’s 

Scale) 5 ระดบั 

ส่วนที่ 3 ขอ้เสนอแนะและความคดิเหน็เพิม่เตมิ เป็นแบบสอบถามปลายเปิด ให้ผู้ตอบเสนอแนะหรอืใหค้วามเหน็ต่อ

บทเรยีนอยา่งเสร ี

5) การตรวจสอบคุณภาพของเครื่องมอื 

ผูว้จิยันําแบบสอบถามฉบบัร่างใหผู้ท้รงคุณวุฒ ิ3 ท่านทีม่คีวามเชีย่วชาญดา้นทีเ่กี่ยวขอ้งพจิารณา โดยประเมนิความ

ตรงเชงิเน้ือหาดว้ยค่าดชันีความสอดคลอ้งระหว่างขอ้คาํถามและวตัถุประสงค ์(IOC) ซึง่ผูท้รงคุณวุฒใิหค้ะแนนแต่ละขอ้

เพื่อพจิารณาความสอดคลอ้งของรายการคาํถาม ดงัน้ี 

ใหค้่า +1 หมายถงึ หากขอ้คาํถามมคีวามสอดคลอ้งกบัวตัถุประสงคข์องการวจิยั 

ใหค้่า 0 หมายถงึ หากไมแ่น่ใจว่าขอ้คาํถามนัน้สอดคลอ้งหรอืไม ่

ใหค้่า -1 หมายถงึ หากขอ้คาํถามไม่สอดคลอ้งกบัวตัถุประสงคข์องการวจิยั 

สตูร คอื IOC = 
 ∑𝑅𝑅
𝑁𝑁

 

IOC =  
ผลรวมของคะแนนผูเ้ชี่ยวชาญ

จํานวนผูเ้ชีย่วชาญทัง้หมด
 

IOC  =  ค่าดชันีความสอดคลอ้ง  

∑𝑅𝑅  =  ผลรวมของคะแนนความคดิเหน็ของผูเ้ชีย่วชาญ 

N  =  จาํนวนผูเ้ชีย่วชาญ 

ในการพิจารณาความเหมาะสมของข้อคําถามในแบบสอบถาม ผู้วิจยัได้ดําเนินการตรวจสอบความตรงเชงิเน้ือหา 

(Content Validity) โดยอาศยัการประเมนิจากผู้เชี่ยวชาญ ซึ่งมีความรู้และประสบการณ์ในสาขาที่เกี่ยวขอ้ง โดยใช้

วธิกีารหาค่าดชันีความสอดคล้องของขอ้คําถาม (Index of Item-Objective Congruence: IOC) ตามแนวทางของทรง

ศกัดิ ์ภู่สอ่ีอน (2551: 50) 

6) สถติทิีใ่ชใ้นการวเิคราะหข์อ้มลู 

สรา้งแบบสอบถามเพื่อประเมนิความเขา้ใจและความพงึพอใจของนักศกึษาจากมหาวทิยาลยัรงัสติ จาํนวนทัง้สิน้ 39 คน 

ทีม่ตี่อบทเรยีนสื่อวดิโีออนิโฟกราฟิกการจดัการความรูเ้รื่อง อาชญากรรมทางไซเบอร์ เพื่อเสรมิสรา้ง ความตระหนักรู้

ด้านความปลอดภัยในโลกออนไลน์ โดยลกัษณะของแบบสอบถามเป็นแบบมาตราส่วนประมาณค่า 5 ระดบั ตาม

รปูแบบของลเิคริท์ (Likert Scale) 

การวเิคราะหข์อ้มลูใชส้ถติเิชงิพรรณนา ไดแ้ก่ ค่าเฉลีย่ และส่วนเบีย่งเบนมาตรฐาน รวมถงึสถติทิดสอบสมมตฐิานดว้ย 

T-test เพื่อเปรยีบเทยีบความแตกต่างระหว่างกลุ่ม โดยกําหนดระดบัการประเมนิความเขา้ใจและความพงึพอใจไว ้5 

ระดบั 
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ระดบั ค่าน้ําหนักคะแนนของตวัเลือกตอบ 

มากทีสุ่ด กําหนดค่าใหม้คี่าเท่ากบั 5 คะแนน 

มาก กําหนดค่าใหม้คี่าเท่ากบั 4 คะแนน 

ปานกลาง กําหนดค่าใหม้คี่าเท่ากบั 3 คะแนน 

น้อย กําหนดค่าใหม้คี่าเท่ากบั 2 คะแนน 

น้อยทีสุ่ด กําหนดค่าใหม้คี่าเท่ากบั 1 คะแนน 

เกณฑ์การแปลวามหมายเพื่อจดัระดบัคะแนนเฉลี่จากการประเมนิความเขา้ใจและความพงึพอใจต่อบทเรยีนสื่อวดิโีอ

อนิโฟกราฟิกการจดัการความรูเ้รื่อง อาชญากรรมทางไซเบอร ์เพื่อเสรมิสรา้งความตระหนักรูด้า้นความปลอดภยัในโลก

ออนไลน์ ใชรู้ปแบบมาตราส่วนประมาณค่าแบบลเิคริ์ท (Likert Scale) 5 ระดบั โดยมกีารแปลความหมายของคะแนนเฉลีย่ 

ดงัน้ี 

คะแนนเฉลีย่ 4.50-5.00 แปลความว่า มากทีสุ่ด 

คะแนนเฉลีย่ 3.50-4.49 แปลความว่า มาก 

คะแนนเฉลีย่ 2.50-3.49 แปลความว่า ปานกลาง 

คะแนนเฉลีย่ 1.50-2.49 แปลความว่า น้อย 

คะแนนเฉลีย่ 1.00-1.49 แปลความว่า น้อยทีสุ่ด 

 

ผลการวิจยั 

ผูว้จิยัไดส้รา้งสื่อวดิโีออนิโฟกราฟิกการจดัการความรูเ้รื่อง อาชญากรรมทางไซเบอร ์เพื่อเสรมิสรา้งความตระหนักรูด้า้น

ความปลอดภยัในโลกออนไลน์ โดยมรีะยะเวลาในการนําเสนอ 5 นาท ี15 วนิาท ีสื่อวดิโีออนิโฟกราฟิกดงักล่าวไดถู้ก

เผยแพร่ผ่านช่องทางสาธารณะ สามารถสบืคน้และเขา้ชมไดจ้าก เวบ็ไซต ์YouTube 

 

  
ภาพท่ี 2 แสดงสื่อวดิโีออนิโฟกราฟิก ความหมายของอาชญากรรมทางไซเบอร ์

 

แสดงถงึภยัคุกคามอาชญากรรมไซเบอรท์ีเ่กดิไดท้ัว่โลกและส่งผลต่อผูค้นในสงัคม พรอ้มเตอืนใหต้ระหนักและป้องกนั 

 

 
ภาพท่ี 3 แสดงสื่อวดิโีออนิโฟกราฟิก ประเภทของอาชญากรรมทางไซเบอร ์

 

แสดงถงึประเภทอาชญากรรมทางไซเบอร ์ไดแ้ก่ การหลอกลวงออนไลน์ การขโมยขอ้มลู และการปล่อยมลัแวร ์ซึง่ลว้น

เป็นภยัทีท่าํใหผู้ใ้ชง้านสญูเสยีขอ้มลูและทรพัยส์นิหากขาดการระมดัระวงั 
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ภาพท่ี 4 แสดงสื่อวดิโีออนิโฟกราฟิก ขา่วอาชญากรรมไซเบอรใ์นไทย 

 

แสดงถงึไซเบอรท์ีพ่บในไทย เชน่ การปลอมโทรหลอกโอนเงนิ การปลอมตวัหลอกขอขอ้มลู และการเจาะบญัชอีอนไลน์ 

พรอ้มเน้นใหผู้ใ้ชป้้องกนัตนเองดว้ยการยนืยนัตวัตนหลายชัน้ 

 

 
ภาพท่ี 5 แสดงสื่อวดิโีออนิโฟกราฟิก แนวทางการป้องกนัอาชญากรรมไซเบอร ์

 

แสดงถงึภยัการป้องกนัอาชญากรรมไซเบอร์ โดยแสดงการใชร้หสัผ่านและการยนืยนัตวัตนสองขัน้ตอน เพื่อเพิม่ความ

ปลอดภยัและลดความเสีย่งจากการถูกเจาะบญัชอีอนไลน์ 

ผลการวจิยัพบว่า นักศกึษามผีลสมัฤทธิห์ลงัเรยีนสูงกว่าก่อนเรยีนอย่างมนัียสําคญัทีร่ะดบั 0.05 โดยคะแนนเฉลีย่ก่อน

เรยีนอยู่ที ่4.49 (SD = 0.80) และหลงัเรยีนเพิม่เป็น 6.60 (SD = 0.70) การทดสอบ t-test พบค่าท ี10.54 และค่า Sig. 

= 0.00 ซึ่งตํ่ากว่าระดบันัยสําคญั 0.05 ยนืยนัว่า สื่อวดิโีออินโฟกราฟิกส่งผลให้ผลสมัฤทธิท์างการเรยีนดขีึ้นอย่างมี

นัยสาํคญั 

 

ตารางท่ี 1 แสดงการเปรยีบเทยีบผลสมัฤทธิท์างการเรยีนระหว่างก่อนเรยีนกบัหลงัเรยีน ดว้ยสื่อวดิโีออนิโฟกราฟิก 

ผลการทาํบบทดสอบ N X� S.D. t-test Sig. 

ก่อนเรยีน (Pre-test) 30 4.49 0.80 
10.54 0.00 

หลงัเรยีน (Post-test) 30 6.60 0.70 

* มนัียสาํคญัทางสถติริะดบั 0.05 

 

สรปุและอภิปรายผลการวิจยั 

การวจิยัน้ีแสดงใหเ้หน็ว่าสื่อวดิโีออนิโฟกราฟิกเรื่องอาชญากรรมทางไซเบอร์สามารถพฒันาความรูแ้ละความเขา้ใจของ

ผูเ้รยีนไดอ้ย่างมปีระสทิธภิาพ โดยคะแนนหลงัเรยีนสงูกว่าก่อนเรยีนอย่างมนัียสาํคญัทางสถติ ิสะทอ้นถงึผลสมัฤทธิท์ีด่ี

ข ึ้นจากการใช้สื่อดงักล่าว กลุ่มผู้ตอบแบบสอบถามส่วนใหญ่เป็นเพศชาย อายุ 31-40 ปี อยู่ในสาขาที่เกี่ยวขอ้งกบั

เทคโนโลย ีและมคีวามรูพ้ืน้ฐานดา้นอาชญากรรมไซเบอร์ในระดบัปานกลาง ทําใหส้ามารถประเมนิคุณภาพของสื่อได้

เหมาะสม ผลการประเมนิความพงึพอใจพบว่า ผูเ้รยีนมคีวามพงึพอใจต่อเน้ือหา ภาษา ภาพประกอบ และเสยีงบรรยาย

ในระดบัมากถงึมากทีสุ่ด โดยเฉพาะดา้นความชดัเจนและความน่าสนใจของภาพทีช่่วยใหเ้ขา้ใจเน้ือหาได้ดขีึน้ สรุปไดว้่า 

สื่อวดิโีออินโฟกราฟิกที่พฒันาขึ้นมคุีณภาพและประสทิธภิาพสูง ทัง้ในการถ่ายทอดความรู้และสร้างความพงึพอใจ

ใหก้บัผูเ้รยีน 
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เมื่อเปรยีบเทยีบกบังานวจิยัทีเ่กีย่วขอ้ง พบว่า ผลการศกึษาน้ีมคีวามสอดคลอ้งกบังานของ พทิยา นครไทย (2566) ซึง่

เน้นความสําคญัของการป้องกนัมลัแวร์เรยีกค่าไถ่ในระบบควบคุมอุตสาหกรรม โดยชี้ใหเ้หน็ว่าภยัไซเบอร์เป็นปัญหา

รา้ยแรงทีต่อ้งการทัง้มาตรการดา้นเทคนิคและการสรา้งความรูค้วามตระหนักใหก้บับุคลากรในองค์กร สอดคลอ้งกบัผล

วิจยัปัจจุบนัที่ยนืยนัว่า การให้ความรู้ผ่านสื่อที่เขา้ใจง่ายช่วยเพิม่ความสามารถในการรบัมอืภัยไซเบอร์ได้อย่างมี

ประสทิธภิาพ 

นอกจากน้ี งานของ ภูรณิฐั พดัจนัทรห์อม (2566) ซึง่พฒันาสื่อวดิโีออนิโฟกราฟิกเกีย่วกบัการป้องกนัมลัแวรเ์รยีกค่าไถ่ 

ก็พบว่าสื่ออินโฟกราฟิกสามารถเพิ่มผลสมัฤทธิท์างการเรียนและสร้างความพึงพอใจให้ผู้เรียนได้ในระดบัสูง ซึ่ง

สอดคลอ้งกบัผลวจิยัน้ีอย่างชดัเจน ทัง้ในดา้นความเขา้ใจของผูเ้รยีนทีเ่พิม่ขึน้อย่างมนัียสาํคญั และระดบัความพงึพอใจ

ต่อภาพ เน้ือหา และเสยีงทีอ่ยู่ในระดบัมากถงึมากทีสุ่ด จงึยนืยนัไดว้่า สื่อวดิโีออนิโฟกราฟิกเป็นเครื่องมอืทีเ่หมาะสม

และมปีระสทิธภิาพสาํหรบัการเผยแพร่ความรูด้า้นความปลอดภยัไซเบอรใ์นยุคดจิทิลั 

ข้อเสนอแนะการนําผลการศึกษาไปใช้ 

การพฒันาสื่อวดิโีออนิโฟกราฟิก เรื่อง อาชญากรรมทางไซเบอร ์เพื่อเสรมิสรา้งความตระหนักรูด้า้นความปลอดภยัใน

โลกออนไลน์ สามารถนําไปใชป้ระโยชน์ในดา้นต่างๆ ได ้เช่น นําไปใชเ้ป็นสื่อประกอบการเรยีนการสอนในรายวชิาที่

เกีย่วขอ้งกบัความมัน่คงปลอดภยัไซเบอร ์หรอืวชิาเทคโนโลยสีารสนเทศ เพื่อส่งเสรมิการเรยีนรูข้องนักเรยีน นักศกึษา 

และสร้างความตระหนักรูเ้กี่ยวกบัภยัไซเบอร์ในยุคดจิทิลั หรอื นําสื่อไปเผยแพร่ผ่านช่องทางออนไลน์ อาท ิเว็บไซต์

หน่วยงาน หรอืสื่อสงัคมออนไลน์ เพื่อให้ประชาชนสามารถเขา้ถึงข้อมูลความรู้ได้อย่างสะดวกและครอบคลุม และ

สามารถนําไปใชก้บัหน่วยงานภาครฐัและเอกชน เช่น สํานักงานพฒันาธุรกรรมทางอเิลก็ทรอนิกส ์(ETDA), สํานักงาน

ตํารวจแห่งชาต ิหรอื ThaiCERT สามารถนําสื่อไปเผยแพร่ผ่านช่องทางออนไลน์ เพื่อใหป้ระชาชนสามารถเขา้ถงึขอ้มลู

ความรูไ้ดอ้ย่างสะดวกและครอบคลุม 

ข้อเสนอแนะสาํหรบัการวิจยัครัง้ต่อไป 

จากการศกึษาครัง้น้ีพบว่าสื่อวดิโีออนิโฟกราฟิกมขีอ้ดหีลายดา้น ทัง้ดา้นความน่าสนใจ ความเขา้ใจง่าย และสามารถ

ถ่ายทอดขอ้มลูทีซ่บัซอ้นไดอ้ย่างมปีระสทิธภิาพ อย่างไรกต็าม ในการวจิยัครัง้ต่อไปควรพจิารณาการพฒันาเน้ือหาใน

รูปแบบสื่ออื่นเพิม่เตมิ เพื่อนํามาเปรยีบเทยีบกบัสื่อวดิโีออินโฟกราฟิก เช่น 1) อินโฟกราฟิกแบบภาพน่ิง ที่เน้นการ

สรุปขอ้มูลใหก้ระชบั เหมาะสําหรบัการอ่านสัน้ๆ หรอืแชร์ผ่านสื่อสงัคมออนไลน์ 2) โมชัน่กราฟิก ทีม่คีวามเคลื่อนไหว

ต่อเน่ืองในรูปแบบแอนิเมชนั เสรมิการเล่าเรื่องใหม้ชีวีติชวีามากขึน้ 3) เกมเพื่อการเรยีนรู ้(Game-based learning) ที่

เปิดโอกาสใหผู้เ้รยีนไดม้ส่ีวนร่วมและโตต้อบกบัเน้ือหา ช่วยกระตุน้การเรยีนรูผ้่านประสบการณ์จรงิ 
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